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KINGSTON 64GB USB-C IronKey
Vault Privacy 50C AES-256
Encrypted FIPS 197

Cena brutto 494,41 zł

Cena netto 401,96 zł

Dostępność Dostępny

Czas wysyłki 1-3 dni

Numer katalogowy 46178580

Kod producenta IKVP50C/64GB

Kod EAN 740617330236

Opis produktu
 Opis
Kingston IronKey Vault Privacy serii 50 to wyższej klasy urządzenia pamięci USB, które zapewniają bezpieczeństwo klasy
biznesowej dzięki 256-bitowemu szyfrowaniu sprzętowemu AES z certyfikatem FIPS 197 w trybie XTS.
Pamięć Vault Privacy 50 obsługuje opcję wielu haseł (administratora, użytkownika i jednorazowe hasło odzyskiwania) z
trybami haseł złożonych lub wyrażeń hasłowych. Zwiększa to szanse na odzyskanie dostępu do danych, gdy jedno z haseł
zostanie zapomniane. Tradycyjny tryb hasła złożonego umożliwia wprowadzenie hasła składającego się z 6 - 16 znaków przy
użyciu 3 z 4 rodzajów znaków. Tryb wyrażeń hasłowych umożliwia wprowadzenie numeru PIN, zdania, listy słów, a nawet
tekstu piosenki o długości od 10 do 64 znaków. Administrator może aktywować użytkownika i jednorazowe hasło odzyskiwania
lub zresetować hasło użytkownika, aby przywrócić dostęp do danych.
 Najważniejsze punkty sprzedaży

Szyfrowana sprzętowo pamięć USB zapewniająca ochronę danych
Chroń ważne dane dzięki 256-bitowemu szyfrowaniu XTS-AES z certyfikatem FIPS 197. Wbudowane zabezpieczenia
przed atakami przez lukę BadUSB i metodą Brute Force, a także odporność na penetrację dla zapewnienia
bezpieczeństwa klasy korporacyjnej.
Odzyskiwanie danych dzięki opcji wielu haseł
Możliwość aktywacji haseł administratora, użytkownika i jednorazowego odzyskiwania. Administrator może zresetować
hasło użytkownika i utworzyć jednorazowe hasło odzyskiwania, aby przywrócić użytkownikowi dostęp do danych. Po
wprowadzeniu dziesięciu nieprawidłowych haseł z rzędu funkcja ochrony przed atakami typu Brute Force blokuje hasła
użytkownika lub hasła jednorazowego odzyskiwania, a w przypadku wprowadzenia dziesięć razy z rzędu
nieprawidłowego hasła administratora - dokonuje kryptograficznego czyszczenia dysku.
Tryb wyrażeń hasłowych
Możliwość wyboru trybu hasła złożonego lub wyrażenia hasłowego. Wyrażenie hasłowe może być numerem PIN,
zdaniem ze spacjami, listą słów, a nawet tekstem piosenki - o długości od 10 do 64 znaków.
Dwa ustawienia trybu tylko do odczytu (ochrona przed zapisem)
Aby uniknąć ataków złośliwego oprogramowania, można zastosować wymuszony tryb tylko do odczytu, ustawiony
przez administratora dla użytkownika, lub tryb tylko dla danej sesji, ustawiony przez administratora lub użytkownika.
Lokalne zarządzanie pamięciami dla małych i średnich firm
Korzystając z roli administratora można lokalnie zarządzać hasłami użytkowników i jednorazowymi hasłami
odzyskiwania, odzyskiwać dostęp do danych na zablokowanych dyskach oraz zachować zgodność z przepisami prawa i
regulacjami w razie konieczności przeprowadzenia dochodzenia.

Produkt:
Nazwa: KINGSTON 64GB USB-C IronKey Vault Privacy 50C AES-256

Encrypted FIPS 197
Opis: Kingston IronKey Vault Privacy 50C - Pendrive USB -

zaszyfrowany - 64 GB - USB-C 3.2 Gen 1 - Zgodność z TAA
EAN: 0740617330236
Reklamacje: 60 miesięcy w serwisie
 Ogólne
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Typ produktu: Pendrive USB
Pojemność pamięci masowej: 64 GB
Kodowanie sprzętu: Tak
Algorytm kodowania: FIPS 197, 256-bit AES-XTS
 Pamięć
Prędkość odczytu: Do 250 MB/s
Prędkość zapisu: Do 180 MB/s
Typ interfejsu: USB-C 3.2 Gen 1
Charakterystyka: Wodoodporny, ochrona IPX8, opcja wielu haseł, Tryb Hasła,

Tryb złożonego hasła, ochrona przed atakami BadUSB,
zabezpieczenie przed algorytmem brute-force, 2 tryby Tylko do
Odczytu

 Różne
Zgodne z TAA: Tak
 Oprogramowanie / Wymagania systemowe
Wymagany system operacyjny: Windows 10, Windows 8 / 8.1 / 10, Apple macOS 10.14.x - 11.x
 Gwarancja producenta
Obsługa i wsparcie: Gwarancja ograniczona - 5 lat

Wsparcie techniczne - 5 lat
 Wymiary i waga
Szerokość: 77.9 mm
Głębokość: 21.9 mm
Wysokość: 12 mm
 Parametry środowiska
Minimalna temperatura pracy: 0 °C
Maksymalna temperatura pracy: 60 °C

Dane techniczne przekazywane nam są przez firmy trzecie do celów informacyjnych. Nie ponosimy żadnej odpowiedzialności
za zawarte w nich ewentualne błędy.
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